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rtpbreak v1.3a is free software, covered by the GNU General Public License.

用法: rtpbreak (-r|-i) <source> [options]

输入

-r <str> 阅读来自 pcap 文件的 <str>数据包

-i <str> 阅读来自网络接口的 <str>数据包

-L <int> 强制显示数据链头部的长度 == <int> 字节

输出

-d <str> 设置输出目录到<str> (def:.)

-w 禁用RTP raw dumps

-W 禁用 RTP pcap dumps

-g 填补空白的 RTP raw dumps (由丢失的数据包引起)

-n Dump noise packets

-f 禁止自动登录

-F 启用日志记录

-v 详细信息

选项

-m 在promisc模式下嗅探数据包

-p <str> 补充 pcap filter <str>

-e 期待的目的主机的 UDP port

-u 期待的 unprivileged source/ 目的主机的 UDP ports (>1024)

-y <int> 希望的 RTP payload 类型 == <int>

-l <int> 期待的RTP payload 的长度 == <int> bytes

-t <float> 设置数据包超时的秒数<float> (def:10.00)

-T <float> 设置pattern 超时的秒数 <float> (def:0.25)

-P <int> 设置pattern数据包的数量<int> (def:5)

执行命令：

-Z <str> 作为用户运行<力量>

-D 后台运行（选项- F隐式）

杂项

-k 列出 RTP payload 的类型

-h 显示帮助